
GDPR Privacy Policy 

This privacy policy covers the data you provide us or we have collected from you or about you. It 
explains why we collect your data and what we do with your data therefore please read this noƟce 
carefully. Our services, website or app may include links to other independent websites and services 
not provided by us. As these sites and services are independent, they are not under our control and 
as such we have no responsibility for content on these sites or services and have not approved or 
checked their privacy noƟces. This privacy policy may be subject to change and this page will be 
updated accordingly. For the purpose of the Data ProtecƟon Act 1998 and General Data ProtecƟon 
RegulaƟon EU 2016/679, the data controller is Marsden’s Leƫngs and Management Services Ltd 
registered in England under company number 8263001 whose registered address 7-7c Snuff Street St 
Devizes SN10 1DU 

 What informaƟon do we collect from you or ask you to provide? We typically ask you to provide the 
following personal details and informaƟon:  

• Your full name, address and other important contact details (fixed phone line number, mobile 
phone number, email address and postal address). 

 • We are required by law to collect informaƟon relaƟng to your idenƟty to comply with the 
ImmigraƟon act and 2017 Money Laundering RegulaƟons. 

 • We are required to conduct conflicts of interests under regulatory obligaƟons and will ask for 
informaƟon on your close connecƟons.  

• In order to send relevant markeƟng material and informaƟon about products and services that may 
be of interest to you we will require details about your area of interest.  

• We will collect informaƟon about visits to our website and usage (which enable our website to 
remember informaƟon about you and your preferences) and use of our site. This can include website 
visit informaƟon, including [the full Uniform Resource Locators (URL),] [clicks through from and to 
our site (including Ɵme and date),] [products viewed by you or searched for'] [page response Ɵmes,] 
[any download errors,] [length of visits to certain pages,] [page interacƟon informaƟon (such as 
scrolling, clicks, and mouse-overs),] [methods used to browse away from the page and the phone 
number used to call our office or customer service number. 

 • Technical informaƟon, such as devices you use to connect to our app or website, the device 
locaƟon data unless this funcƟon has not been disabled by you on your device, [the Internet protocol 
(IP) address of your computers connecƟon to the Internet,] [your login informaƟon,] [Ɵme zone 
seƫng,] [browser versions and browser plug-in types and version,] [plaƞorm and operaƟng system].  

• Any communicaƟon between you and us including correspondence via telephone and email when 
you have contacted us with an enquiry on our service or product. We may be required by law to 
collect your personal data (to meet our obligaƟons to prevent money laundering and fraud for 
example) or under the terms of any contract we have with you. If you are unable to provide the data 
required when requested, we may be unable to perform or provide the contract or service that we 
have or are trying to enter into with you In this case, we may have to cancel the product or service 
you have asked us to supply, but you will be noƟfied if this is the case as soon as possible. On what 
basis do we process the informaƟon we collect from you? Under current data protecƟon legislaƟon, 
we have legal grounds to process your personal data are as follows:  



• In order to perform a contract for a product or service to which you are a party, or to undertake the 
necessary process before entering into a contract with you for that product or service. • We have 
your explicit consent to the processing of your personal data for one or more specific purposes, 
namely 1) electronic markeƟng by us where you have given us consent and/or 2) to process your 
Special Category Personal Data described above. You can sƟll receive our services without providing 
markeƟng consent.  

• It is a necessary requirement as part of our legiƟmate business interests, unless our interests are 
overridden by the interests, rights or freedoms of individuals affected (such as you). A number of 
factors are considered to determine this, such as our correspondence and conversaƟons at the Ɵme 
you provided the data, your expectaƟons from the processing of the data, the type and nature of the 
data, and the impact of us processing your data. Our legiƟmate interests include processing your 
data to promote and improve product and services provided by us and to develop a beƩer 
understanding our customers’ interests and our knowledge of the market in which we operate and 
for the day to day administraƟon and the technical aspects of our service and products. • In rare 
circumstances and to comply with legal obligaƟons.  

• In order to protect your interests or the interests of a 3rd party; and/or 

 • Where it is required for official purposes or is in the public interest. Why is your informaƟon 
required and how will we use it? Your personal informaƟon will be held and used in the following 
ways:  

• To provide you with our products and services for which we are obligated.  

• We may be required to share your informaƟon with others to provide a product or service for 
which we are obligated to you or where acƟng as agent for a third party on your behalf. • As part of 
our regulatory and statutory and obligaƟons, including [idenƟty verificaƟon, prevenƟon of money 
laundering and fraud and for the assessment your credit worthiness.  

• We may communicate and have contact with you during the course of providing our product and 
services, for example dealing with your requests and enquiries.  

• Your data may provide staƟsƟcs that can be analysed to plan for future products and services and 
help manage our business.  

• Where we have your permission to do so or if you are an exisƟng customer your data will be used 
to provide you, or to enable third parƟes to provide you with informaƟon about goods or services we 
believe may be of interest or relevant to you. where we choose to contact you by electronic means 
(including e-mail or SMS) with informaƟon about our own goods and services similar to those which 
you have already obtained from us or negoƟated to obtain from us. You can unsubscribe from 
markeƟng messages at any Ɵme.  

• Your usage of our website, app and other online services will be tracked and maybe used to 
improve these services. 

 • You may be noƟfied of changes to our products or services  

• Your data will be used to ensure our website, app and other online services are presented to you in 
the relevant format for your device or computer. How long is your data stored with us Your personal 
data will be retained for different periods depending on the product or service we provide you. This 
may be a longer period than that for which we need to hold your data to provide those services, i.e. 
where we are under regulatory or statutory duƟes to hold your data for a longer period or need to 



retain it in the event of a legal claim or complaint. Who do we share your personal informaƟon with 
As part of our daily business acƟvity we may pass your data to service providers in order for us to 
deliver the services you expect from us. These include but are not limited to other companies 
providing you a service linked to our own, cloud compuƟng host providers and technical support 
service providers. We will also pass your details where necessary to your legal services and possibly 
the legal services of other parƟes to your transacƟon. We may also disclose your personal 
informaƟon to third parƟes:  

• Your personal data will be disclosed to any prospecƟve buyer or seller in the event that we buy or 
sell any business assets.  

• Should we sell our company the personal data held by us will be considered part of the sale and 
transferred to the 3rd party acquiring the business. 

 • If there is a legal duty or regulatory obligaƟon with which we must comply or to protect the rights, 
property, or safety of our company, our customers, or others we will disclose or share your personal 
data. This includes exchanging informaƟon with other companies and organisaƟons for the purposes 
of credit risk reducƟon and fraud protecƟon Prior consent will be obtained from you before we share 
your informaƟon with third parƟes for markeƟng related purposes. Data and informaƟon security 
Your data will be held on secure servers which may or may not be located in the EEA (European 
Economic Area). All reasonable operaƟonal and technological measures have been put in place to 
safeguard your data, our content and our systems from any unauthorised access. Wherever possible 
any idenƟfiable informaƟon will be secured, encrypted or minimised. Parts of our system may be 
accessible by our customers and users. This access will be password protected. If you have been 
given a username and password which enables you to access certain parts of your data on our 
systems it is your responsibility to keep it confidenƟal. Under no circumstances should you disclose 
or share it with anyone. User rights Accessing and updaƟng your informaƟon. It is your right to 
request a copy of the personal data and informaƟon we hold about you. This is known as a data 
subject access request. It is also your right to request that informaƟon we hold about you which may 
be incorrect, or which may have changed since you first told us, is updated or removed. DeleƟon of 
your informaƟon and data It is your right to ask us to delete or remove personal data where there is 
no good reason for us conƟnuing to store and process it. It is your right to ask us to delete or remove 
your personal informaƟon and data where you have successfully exercised your right to object to 
processing (see below), where we no longer have your consent for us to process it (as explained 
below), where we may have processed your informaƟon unlawfully or where we are required to 
delete your personal informaƟon and data to comply with local law. Note, however, that it is not 
always possible to comply with your data and informaƟon deleƟon request for specific legal reasons 
which will be noƟfied to you, if applicable, at the Ɵme of your request. Withdrawing your consent. It 
is your right at any Ɵme to withdraw any consent you have given us to process your personal 
informaƟon and data. Please note if you withdraw your consent it will not affect the lawfulness of 
any processing of your personal data we have carried out before you withdrew your consent. Your 
consent preferences can be changed at any Ɵme by contacƟng us at any Hunter French branch. 
RestricƟng or objecƟng to our use of your data and informaƟon It is your right to ask us to suspend 
the use of your data and informaƟon in certain scenarios, or object to our processing your 
informaƟon and data where we are relying on a legiƟmate interest ground (or those of a third party) 
and you believe it impacts on your fundamental freedoms and rights, or where your data and 
informaƟon is being processed for direct markeƟng purposes. Each case will be invesƟgated and in 
some cases where you object, we may demonstrate that we have compelling legiƟmate grounds to 
process your data and informaƟon which override your freedoms and rights. OŌen your data is 



essenƟal to the supply and delivery of a service provided by us to you. Please note that if you want 
us to restrict or stop processing your data and informaƟon this may impact on our ability to provide 
that product or service. Depending on the extent of your request we may be unable to conƟnue 
providing you with our service. QuesƟons, concerns or any other enquiry relaƟng to the way we 
process and use your data and informaƟon is being used can be sent to Debbie Marsden, 12 St Johns 
Street Devizes SN10 1BD These enquiries will in turn be passed to the relevant branch of Marsden’s 
Leƫng and Management Services Ltd. The moving of your data and informaƟon to another 
organisaƟon If your data and informaƟon is processed by automated means where consent for us to 
use your data and informaƟon has been provided by you or where we used the informaƟon to 
perform a contract with you, it is your right to request that a copy of your personal data and 
informaƟon be sent to you or to another organisaƟon, for example when you are dealing with a 
different service provider. These requests are free of charge. If you would like us to move, copy, or 
transfer your data and informaƟon please let us know by email to info@hunterfrench.co.uk We will 
respond to you within one month aŌer assessing whether this is possible, taking into account the 
technical compaƟbility with the other organisaƟon in quesƟon. Complaints about the use of your 
personal data and informaƟon. Complaints regarding the use of your personal data and informaƟon 
will be invesƟgated. If you wish to raise a complaint on how we have handled your personal data and 
informaƟon, you can contact us to have the maƩer invesƟgated by wriƟng to Debbie Marsden, 12 St 
Johsn Street, Devizes, SN10 1BD- Data ProtecƟon Officer. If you believe we are not handling or 
processing your personal data and informaƟon in accordance with the law or if you are not saƟsfied 
with our response to a data informaƟon complaint or request you can complain to the UK data 
protecƟon regulator, the InformaƟon Commissioner’s Office. Further details can be found at 
www.ico.org.uk or 0303 123 1113 


